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Digital Omnibus Teklifi Kapsaminda GDPR Degisiklikleri ve KVKK Bakimindan Degerlendirme

Bilindigi Gzere 2025 senesine veda ederken Avrupa Birligi (“AB”) Genel Veri Koruma Tuzugu (General Data
Protection Regulation, “GDPR”) kapsaminda yapilmasi énerilen degisiklikler gindeme damgasini vurmustur.
19 Kasim tarihinde resmi olarak yayinlanmasi gereken teklif metni, belirlenen tarinten énce kamuya
sizdiriimis®, bunun Gzerine daha henliz resmi olarak yayinlanmadan ciddi sekilde elestiriimistir?. Resmi teklif
metni® yayinlandiktan sonra da gogu degisiklik teklif metninde yerini korumus, bu nedenle teklif metnine
ybénelen itirazlarda dnemli degisiklik olmamistir.

Degisiklik metnini hazirlayan Avrupa Komisyonu (European Commission, “Komisyon”), GDPR’in temel
amaglarini ve sagladiglr korumay1 muhafaza ederek, 6zellikle disUk riskli ve sinirli veri igsleme faaliyeti ylraten
aktorlerin pratikte karsilastigi gugliklerini azaltmayi; tanimlari netlestirmeyi, uyumu kolaylastirmayi ve
bilhassa yapay zeka ile bilimsel arastirma gibi alanlarda hukuki belirsizlikleri gidermeyi hedefledigini ifade
etmektedir.

Bununla birlikte Komisyon’un uygulamada sorun yaratan bazi énemli konulari degisiklige dahil etmemesi
dikkat gekmektedir. Ornegin Komisyon, 2002/58/EC sayili Direktif'in (‘E-privacy Direktifi’) GDPR ile iligkili
oldugu “iletigsimin gizliligi” maddesine duzenleme getirirken dogrudan pazarlama iletisimlerini iceren maddeye
dizenleme getirmekten imtina etmistir. Komisyon, Avrupa Veri Koruma Kurulu (European Data Protection
Board, “EDBP”) tarafindan acgik¢a talep edilmesine ragmen “yurt disina aktarim” kavramina tanim
getirmekten imtina etmistir*. Yine benzer olarak bilindigi Uzere gegtigimiz sene Hollanda veri koruma
otoritesinin Uber’e uyguladigi yaptirm® (izerine tekrar giindeme gelen “AB disindaki veri sorumlusunun
dogrudan GDPR’a tabi olmasi durumunda da standart s6zlesme hikimleri (“SCCs”) imzalamasi gerekip

gerekmedigi”® belirsizligi hakkinda da herhangi bir degisiklik getiriimekten imtina edilmektedir.

Bu calismamizda, Komisyon tarafindan onerilen degisikliklerin GDPR’I nasil degistirdigini madde bazinda
inceliyor, Komisyon’un kendi ifadeleriyle degisiklige gerekce gosterilen nedenleri ve bu degisikliklere karsi
getirilen elestirileri objektif bir perspektifle’ ele aliyor, son olarak bu degisikliklerin 6698 sayili Kisisel Verilerin
Korunmasi Kanunu (“KVKK”) kapsamindaki potansiyel etkilerine ve degisiklige iliskin yorumlarimiza yer
veriyoruz.

[Bu sayfa bilerek bog birakilmistir. Bir sonraki sayfadan devam etmektedir.]

1 Ornek bir génderi olarak bkz.: https://www.linkedin.com/feed/update/urn:li:activity:7392595311266996225/ (E.T.: 15.12.2025)

2 Taslak lizerinden yapilan elestiri igin bkz.: https:/noyb.eu/sites/default/files/2025-11/GDPR_Reform_Draft_Analysis_v2.pdf

3 Resmi metin igin bkz.: https:/digital-strategy.ec.europa.eu/en/library/digital-omnibus-regulation-
proposal#:~:text=The%20Digital%200mnibus%20proposal%20includes,application%200f%20the%20digital%20rulebook. (E.T.:
15.12.2025)

4 Bkz: 05/2021 sayili EDPB rehberi para. 7-8 (https://www.edpb.europa.eu/system/files/2023-02/edpb_guidelines 05-
2021_interplay between_the application of art3-chapter v_of the gdpr v2 en_ 0.pdf) (E.T.: 15.12.2025)

5 Karar igin bkz.: https://www.edpb.europa.eu/news/news/2024/dutch-sa-imposes-fine-290-million-euro-uber-because-transfers-
drivers-data-us_en (E.T.: 15.12.2025)

6 Hukuki belirsizlik su sekilde érneklenebilir: Komisyon, 2021 yilinda SCCs hakkinda yayinladigi soru cevapta AB disinda bulunan
ancak GDPR’a dogrudan tabi olmayan aktérlerin SCCs imzalamasi gerekmedidi yoninde gorlis vermistir (bkz. Soru 23 ve 24:
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/new-standard-contractual-
clauses-questions-and-answers-overview_en). Diger yandan EDPB, halihazirda GDPR’a tabi olan bir aktériin SCCs imzalamasinin
problem yaratacagini ifade etmektedir (bkz. 05/2021 sayili EDPB rehberi para. 28-30) (E.T.: 15.12.2025)

7 Degisikliklere gerekge olarak gosterilen hususlar dogrudan Komisyon’un raporu ve tamamlayici dokiimanlardan derlenmistir.
Bunun yani sira elestiri ve itirazlar derlenirken 6ncelikle NOYB tarafindan hazirlanan final rapor
(https://noyb.eu/sites/default/files/2025-12/noyb%20Digital%200mnibus%20Report%20V1.pdf) ve bununla birlikte uluslararasi
c¢apta hukukgular tarafindan paylasilan birgok galisma ve génderi dikkate alinmistir. (E.T.: 15.12.2025)
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GDPR Degisikligi

Nigin Gerekli?

itirazlar Neler?

KVKK’ya Potansiyel Etki / Yorumumuz

Article 4 — Definitions

(1) ‘personal data’ means any information relating to
an identified or identifiable natural person (‘data
subject’); an identifiable natural person is one who can
be identified, directly or indirectly, in particular by
reference to an identifier such as a name, an
identification number, location data, an online identifier
or to one or more factors specific to the physical,
physiological, genetic, mental, economic, cultural or
social identity of that natural person. Information
relating to a natural person is not necessarily
personal data for every other person or entity,
merely because another entity can identify that
natural person. Information shall not be personal
for a given entity where that entity cannot identify
the natural person to whom the information
relates, taking into account the means reasonably
likely to be used by that entity. Such information
does not become personal for that entity merely
because a potential subsequent recipient has
means reasonably likely to be used to identify the
natural person to whom the information relates.

Komisyon, Kisisel veri tanimina eklemede bulunarak; bir
gercek Kisiye iligkin bilginin, bir kurulugun ilgili kisiyi bu
bilgi ile tanimlayabiliyor olmasi nedeniyle her durum ve
kurulus bakimindan otomatik olarak kisisel veri
sayllmayacagini, ilgili kurulusun makul olarak kullanmasi
beklenen araglar dikkate alindiginda ilgili kisiyi
tanimlayabilmesi halinde bu bilginin kisisel veri niteligi
tasiyacagini duzenlemektedir.

Bu verilerin aktarimi agisindan Komisyon, kisisel veri
niteligi tagimayan verilerin kisiyi belirleyebilecek araglara
sahip Gglncu kisilere sonradan aktariimasi durumunda
dahi bu bilgilerin aktaran kurulus agisindan kisisel veri
niteligi tagimayacagi acik hiikme baglamaktadir.

Ayrica Komisyon, ABAD igtihadi uyarinca; belirli
durumlarda (kisinin belirlenmesi riskinin 6nemsiz
dizeyde oldugu, kisinin belirlenmesinin hukuken
yasaklandigi veya fiilen imkansiz oldugu hallerde) kimlik
belirlenmesini mumkun kilan bir aracin (6rnegin
psedonim veri anahtarinin) makul olarak kullaniimasinin
beklenmeyecegini ifade etmektedir.

Son olarak Komisyon’a gore 6nerilen ekleme, kisisel veri
tanimindaki “belirlenebilirlik” degerlendirmesinin nasil
yapilacagini netlestirmektedir. Komisyon, bir verinin ne
zaman kisisel veri tanimi kapsamina girdigi
konusundaki giincel Avrupa Birligi Adalet Divani (ABAD,
CJEU) igtihadini (6zellikle EDPS v SRB dosyasini)
dikkate alarak kigisel veri taniminin sinirlarina netlik
kazandirmayi hedeflemistir.

Not: Bu degisiklik, Komisyon’a tanimi fiilen yorumlama
yetkisi tanimasi nedeniyle 41a maddesindeki degisiklikle
birlikte ele alinmalidir.

Bu maddeye yoneltilen itirazlarin temelinde, degisikligin
(i) GDPR’In tamamini etkileyen kisisel veri tanimina
mudahale etmesi ve (ii) pseddnimlestirilmis verilerin
siklikla GDPR kapsami disinda yorumlanmasina kapi
aralamasi yer almaktadir.

Ayrica, normlar hiyerarsisi agisindan da kisisel veri
taniminin degistiriimesi problemli gériilmektedir. Nitekim
AB icin anayasal nitelikte bir birincil hukuk metni olan ve
cikarilan batan ikincil hukuk normlarinin -Tuzuk de dahil
olmak Gzere- uygun olmasi gereken Avrupa Birligi Temel
Haklar Sart’'nda (European Union Charter of
Fundamental Rights, “Temel Haklar Sart1”) yer verilen
kisisel veri kavrami, kendisine referans olarak
95/46/EC’de yer alan kisisel veri tanimini temel
almaktadir. Bu nedenle, 95/46/EC’deki anlayistan daha
dar bir tanim yapilmasi hukuken sorunlu goérilmektedir.

Diger yandan, degisiklik ile ABAD igtihatlarinin
yansitiimasina yonelik yaklagimin samimi olmadigi;
ABAD degerlendirmelerinin tek bir yorumu
destekleyecek sekilde secilerek degisiklige dahil edildigi
ileri strtilmektedir. Nitekim ABAD’in yerlesik ictihadinda,
kimlik belirlenmesini mimkun kilan tim bilgilerin tek bir
kisinin elinde bulunmamasi halinde dahi verinin kigisel
veri sayllacagi yonunde, degisiklik metniyle
bagdasmayan tespitlerin bulundugu 6rnek
g0sterilmektedir.

Son olarak, madde 32 (gtvenlik tedbirleri) ve Bolim V
(sinir 6tesi veri aktarimi) gibi, GDPR korumasini gok
aktorl veri isleme zincirinin tim halkalarina yaymayi
amaglayan hikumlerin uygulamada ciddi sekilde
zedelenecegi; zira yalnizca pseddnimlestiriimis veri alan
bir alicinin, aktarim zincirindeki 6nceki ve sonraki
aktorlerden bagimsiz olarak GDPR kapsami disinda
birakilmasinin miimkiin hale geldigi ifade edilmektedir.

Potansiyel etki: Orta

Aciklama: Degisikligi Ulkemizde dogrudan
bir etki yaratmayacagi degerlendiriimekle
birlikte bu degisikligin gegmesi durumunda
Kigisel Verileri Koruma Kurumu’'nun
(“Kurum”) yorum yaparken yeni
dizenlemeyi gbz 6nlne alacagi
degerlendirilmektedir.

Degisikligin gerekli oldugunu kanaatinde
olmakla birlikte bu sekilde bir eklemenin
psedonim verilerin ne zaman kigisel veri
olduguna iligkin gri alana netlik
kazandirmaya elverigli olmadigi
kanaatindeyiz.

Nitekim pseddnim verinin kigisel veri saylilip
sayllmamasina iligkin degerlendirmede
temel alinacak unsurlardan bir tanesinin veri
alicisinin kisisel veri Gzerindeki faaliyetinin
niteligi ve dogasi oldugu kanaatindeyiz.

Ornegin, veri alicisinin faaliyetlerinin asil veri
sorumlusunun faaliyetlerinden ayristigi ve
ilgili kisilerin kisisel yonlerini degerlendirmeyi
veya 6ngdrmeyi amaclamadigi hallerde,
pseddnimlestirilmis verinin kisisel veri
sayllmamasi makul olabilir. Buna karsilk,
ortak veri sorumlulugu gibi durumlarda
(6rnegin klinik arastirmalarda sponsorun
psedonim veri igslemesi) veya bir veri isleyen
kullanilarak verileri zenginlestirmek gibi
amaglarla profilleme ve otomatik karar alma
gerceklestirildigi durumlarda, taraflardan
birinin veriyi hic gérmemesi veya yalnizca
pseddnimlestiriimis sekilde erismesi s6z
konusu olsa dahi, her iki taraf bakimindan da
s0z konusu verinin kigisel veri olarak
degerlendiriimesi gerektigi kanaatindeyiz.
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Article 4 — Definitions

(32) ‘terminal equipment’ means terminal equipment
as set out in Article 1(1) of Directive 2008/63/EC;

(33) for ‘electronic communications networks’ the
definition of Article 2(1) of Directive (EU) 2018/1972
shall apply;

(34) ‘web browser’ means web browser as defined in
Article 2(11) of Regulation (EU) 2022/1925;

(35) ‘media service’ means a media service as defined
in Article 2(1) of Regulation (EU) 2024/1083;

(36) ‘media service provider means a media service
provider as defined in Article 2(2) of Regulation (EU)
2024/1083;

(37) ‘online interface’ means an online interface as
defined in Article 3(m) of Regulation (EU) 2022/2065.’

Bu madde, yeni eklenmesi 6nerilen 88a maddesinde
kullanilan terimlerin GDPR’da tanimli olmasi amaciyla
eklenmisgtir.

iigili madde, E-privacy Direktifi'nin 5. maddesinde yer
alan ve bir terminal ekipmanindaki kigisel verilerin
depolanmasi ve bu verilere erisilmesine iliskin kurallari
GDPR’a tagimakta ve genigletmektedir.

Not: Bu degisiklik yalnizca tanimlarda yapilan degisiklige
iliskin olup degisikligin asil etkileri 88a maddesinde
degerlendiriimektedir.

Bu degisiklik yalnizca terimlerin tanimlanmasina yonelik
oldugu igin 6zel olarak bir elestiri almamaktadir.

Potansiyel etki: Orta

Aciklama: E-privacy Direktifi 6zelindeki
degisiklikler 88a maddesinde
degerlendiriimektedir.

Article 4 — Definitions

(38) “scientific research” means any research which
can also support innovation, such as technological
development and demonstration. These actions shall
contribute to existing scientific knowledge or apply
existing knowledge in novel ways, be carried out with
the aim of contributing to the growth of society’s
general knowledge and wellbeing and adhere to
ethical standards in the relevant research area. This
does not exclude that the research may also aim to
further a commercial interest.’

Komisyon, “bilimsel arastirma” kavramina bir tanim
onermis ve yenilik ve teknolojik gelisimi destekleyebilen;
mevcut bilimsel bilgiye katki saglayan veya mevcut
bilgiyi yeni bicimlerde uygulayan; toplumun genel bilgi
birikimi ve refahinin artiriimasini amaclayan; ilgili
alandaki etik standartlara uygun sekilde yuratulen ve
ticari menfaat icermesi de mumkiin olabilen
arastirmalarin bilimsel arastirma olarak kabul edilecegini
dizenlemistir.

Gerekge olarak Komisyon, bilimsel arastirmanin
GDPR’da tanimli olmadidina isaret ederek bir tanim
eklenmesini; bilimsel arastirma kapsamindaki ikincil
islemelerin kural olarak ilk isleme amaciyla uyumlu
sayllmasi duzenlemesine netlik kazandirilmasini ve
ayrica mesru menfaat hukuki sebebine
dayandirilabilmesini 6nermektedir.

Not: Bilimsel arastirmaya getirilen istisnalara iliskin ek
diizenlemeler 13/5. maddesinde degerlendiriimekte olup
ilgili kismin da incelenmesi 6nerilir.

Bilimsel arastirmanin tanimi olmasa da mevcut
GDPR’da gerekge (recital) kisminda bilimsel aragtirma
kapsamina bir gergeve cizildigi ve ayrica Avrupa Veri
Koruma Kurulu (European Data Protection Board,
“EDPB”) tarafindan da bu konsepte sinir ¢izildigi,
dolayisiyla bunun eksikligin gergek bir ihtiyac
yaratmadigd ifade edilmektedir.

Bunun yani sira, 6nerilen yeni tanimin muglak ifadeleri
nedeniyle ¢ok genis bir kapsama ulastigi ve pek ¢cok
isleme faaliyetinin bu kapsama sokulabilecegdi; bunun
oneminin ise bilimsel arastirma amagh veri isleme
faaliyetlerinin GDPR’daki birgok yukimlilikten istisna
tutulmasindan kaynaklandigi ifade edilmektedir.

Bu noktada, tanimin asiri genis tutulmasiyla GDPR’daki
istisnalarin fiilen genisletildigi; bunun da Temel Haklar
Sart’'ndan dogan amagla sinirlilik, veri minimizasyonu
ve silme hakki gibi temel haklari dogrudan bertaraf ettigi
ifade edilmektedir.

EDPB’nin dar yorumuna karsilik, degisiklikle getirilen
muglak kapsamin teknoloji devlerinin pek gok faaliyetinin
cok sayida istisnaya dahil edilebilmesine imkan tanidigi;
Komisyon'un ise “yenilik” sdylemi altinda bu politik kanali
gOzeterek degisikligi glindeme getirdigi iddia
edilmektedir.

Potansiyel etki: Diisiik

Aciklama: Degisikligi tlkemizde dogrudan
bir etki yaratmayacagi degerlendiriimektedir.

Nitekim GDPR ile KVKK arasinda bilimsel
arastirma istisnasi bakimindan ciddi
farkhliklar bulunmaktadir. GDPR’da bilimsel
arastirma amaciyla veri islenmesi
kapsaminda, belirli yikimlUlukler (amacla
sinirlilik, aydinlatma yukimlalaga ve ilgili kisi
haklarina iligkin istisnalar gibi) bakimindan
pargall ve sinirli istisnalar 6ngérultrken;
KVKK’da bilimsel arastirma amaciyla veri
isleme faaliyeti bltiin olarak Kanun kapsami
disinda birakiimaktadir. Bu nedenle,
KVKK’nin kanun sistematigi GDPR’daki
yaklasimla uyumlu hale getiriimedikce, s6z
konusu degisikligin Ulkemiz bakimindan
pratik bir anlam ifade etmeyecegi
kanaatindeyiz.
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Article 5 — Principles relating to processing of
personal data

(1) Personal data shall be:

(b) collected for specified, explicit and legitimate
purposes and not further processed in a manner
that is incompatible with those purposes; further
processing for archiving purposes in the public
interest, scientific or historical research purposes
or statistical purposes shall, in accordance with
Article 89(1), net be considered to be
incompatible compatible-with the initial
purposes, independent of the conditions of
Article 6(4) of this Regulation, (‘purpose
limitation’);

Bu maddede esasli bir degisiklik bulunmamaktadir.
Komisyon, bilimsel aragtirma kapsamindaki ikincil isleme
faaliyetlerinin, ikincil amacin ilk amagla uyumluluguna
iliskin GDPR m. 6’daki dederlendirmeye tabi
tutulmaksizin, kural olarak dogrudan ilk isleme amaciyla
uyumlu kabul edilecegini daha agik bigcimde ortaya
koymaktadir.

Madde 6zelinde ayrica bir elestiri tespit edilememisgtir.

(Ayrica bkz.: Bilimsel Arastirma hk. ltirazlar)

Potansiyel etki: Diisuik

Aciklama: Bilimsel aragtirma tanimindaki
yorumumuzdan farklilasan bir husus
bulunmamaktadir.

Article 9 — Processing of special categories of
personal data

(2) Paragraph 1 (6zel nitelikli kisisel veri isleme yasagdi)
shall not apply if one of the following applies:

(k) processing in the context of the development
and operation of an Al system as defined in
Article 3, point (1), of Regulation (EU)
2024/1689 or an Al model, subject to the
conditions referred to in paragraph 5.

(5) For processing referred to in point (k) of paragraph
2, appropriate organisational and technical measures
shall be implemented to avoid the collection and
otherwise processing of special categories of personal
data. Where, despite the implementation of such
measures, the controller identifies special categories
of personal data in the datasets used for training,
testing or validation or in the Al system or Al model,
the controller shall remove such data. If removal of
those data requires disproportionate effort, the
controller shall in any event effectively protect without
undue delay such data from being used to produce
outputs, from being disclosed or otherwise made
available to third parties.

Komisyon, 6nerdigi degisiklik ile 6zet olarak 6zel nitelikli
kisisel verilerin (“ONKV”), belli tedbirler alinmak kaydiyla,
yapay zeka (“YZ”) sistem ve modellerinin gelistiriimesi ve
isletiimesi kapsaminda iglenebilecegine dair istisna
getirmektedir.

Gerekgesinde Komisyon, YZ konusundaki degisiklikler
icin genel olarak verilerin YZ tarafindan ve/veya YZ icin
islenmesi konusundaki belirsizlikleri gidermeyi
amagcladigini ifade etmektedir.

ONKYV 6zelinde getirilen bu degisiklik ile Komisyon, YZ
sistemlerinin gelistiriimesinin 6zel nitelikli verilerin de
toplanmasini gerektirebilecegine dikkat cekmekte ve bu
verilerin asil amag (6rnegin YZ modelinin gelistiriimesi)
icin gerekli olmasa bile egitim veya test sureglerinde
istemsiz olarak bulunabilecegini ifade etmektedir. Bu
noktada Komisyon, YZ gelisimine ket vurmamak
amaciyla belirli korumalara tabi olmak kaydiyla
ONKV’nin YZ gelistirimesinde ve isletimesinde
kullanilabilecegini diizenlemek istemektedir.

Burada getirilen belirli tedbirler, kademeli olarak, (i) 6nce
ONKYV iglenmesinin engellenmesi, (ii) buna ragmen
ONKYV iglenmesi durumunda ONKV’nin sistemde tespit
edilmesi Gzerine sistemden silinmesini, (iii) bunun
gerceklestiriimesi Olglistiz bir gaba gerektiriyorsa
(6rnegin sistemin yeniden yapilandiriimasi gibi) bu
verinin sistem disina ¢ikartiimasinin engellenmesi
seklindedir.

YZ konusuna getirilen asirn esneklikler degisikligin en
sert ve yogun elestirildigi noktalarindan biridir. Veri
koruma hukukunun ortaya gikisinda teknolojinin kigisel
verileri kontrolstiz bicimde isleme potansiyeli belirleyici
olmusken, bugiin o “korkulan” giine geldigimizde bu
amagla 6ngorilen korumalardan vazgegilmesinin ciddi
bir celigki yarattigi ifade edilmektedir.

Getirilen istisna, Temel Haklar Sarti’'nda yer alan bir
hakka sinirlama getirmesine ragmen, bu sinirlama igin

gerekli usul izlenmedigi gerekcesiyle de elestiriimektedir.

Nitekim &lcululik degerlendirmesinin Komisyon
tarafindan neredeyse hi¢ yapiimadigina dikkat
cekilmekte ve degisikligin esasen teknoloji devlerine
imkan tanimak amaciyla getirildigi ifade edilmektedir.

Ayrica, mesru menfaatin YZ egitimi igin kullanimi dahi
tartismali iken, ONKV bakimindan bu yénde bir istisna
taninmasi ciddi elegtirilere konu olmaktadir. Zira normal
verilerin YZ amaciyla kullanimi bile denge testine tabi
iken, ONKYV icin éngériilen YZ istisnasinda (bkz. Madde
88c degisikligi) bunun olmamasi nedeniye daha dusiik
bir koruma diizeyi s6z konusudur.

Son olarak maddenin kaleme alinis biciminin de
GDPR'’in temel yaklagimiyla bagdasmamasi dikkat
cekmistir. Nitekim GDPR, teknolojiden bagimsiz ve
gelecekte de degismeden uygulanabilecek bir dil
benimserken, bu hikum belirli bir teknolojiye 6zgi
istisna 6ngérmekte ve adeta YZ aktorlerine ONKV rejimi
kapsaminda bir muafiyet tanimaktadir.

Potansiyel etki: Duisuik

Aciklama: Degisikligin fazlaca radikal
oldugunu ve maddenin bu haliyle GDPR’a
girmesinin muhtemel olmadigini
degerlendiriyoruz.

Bdyle bir degisiklik yururlige girse dahi,
Kurum’un bu denli genel bir serbesti taniyan
yaklasimi benimsemesinin muhtemel
olmadig kanaatindeyiz. Buna ek olarak,
Kurum’un 6zel nitelikli kisisel veriler
bakimindaki yerlesik ve hassas yaklagimi
g6z 6nune alindiginda, s6z konusu
degisikligin Glkemizde somut bir etki yaratma
ihtimalinin oldukc¢a dusuk oldugu
degerlendiriimektedir.

YZ'ye iliskin dizenlemelerin esasen bir
hukuk politikasi tercihi oldugu dikkate
alindiginda, Tirkiye'nin ileride YZ'nin siki
sekilde regiile edilmesi veya daha genis bir
serbesti taninmasi yonunde acik bir politika
benimsemesi halinde bu degerlendirmenin
degisebilecegi 6ngorilebilir.

Ancak bu sekilde bir diizenleme yerine YZ
egitiminde gizlilik artirici tekniklerin (sentetik
veri kullanimi ve gurultt ekleme gibi)
desteklenecegi dizenlemeler yapiimasinin
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Not: Ayrica ONKV hukuki sebeplerine, bir altta yer alan
ve biyometrik veriye iliskin hiikiim (9(2)(l)) de eklenmistir.
Ancak bu satirdaki degisiklik YZ konusuna
odaklandigindan, ilgili diizenleme bu satirdan ayri olarak
ele alinmigtir.

Not: YZ konusundaki diger diizenleme madde 88c’de
degerlendirilmektedir.

daha uygun ve kabul edilebilir bir yaklagim
olacagi kanaatindeyiz.

Article 9 — Processing of special categories of
personal data

(2) Paragraph 1 (6zel nitelikli kisisel veri isleme yasadi)
shall not apply if one of the following applies:

(I) processing of biometric data is necessary
for the purpose of confirming the identity of
a data subject (verification), where the
biometric data or the means needed for the
verification is under the sole control of the
data subject.’

Komisyon, ONKYV islenmesi yasaginin istisnalarina,
kimlik dogrulama amaciyla biyometrik veri islenmesine
muisaade eden yeni bir istisna eklemistir.

Bu madde, ilgili biyometrik veri ile dogrulamaya iliskin
aracglarin miinhasiran ilgili kisinin kontrolinde bulunmasi
halinde, kimlik dogrulama amaciyla biyometrik verilerin
islenmesine izin vermektedir.

Gerekgede Komisyon, biyometrik verilerin ilgili kisinin
kontroliinde olmasi ve veri sorumlusunun veriye hi¢ ya
da c¢ok sinirli sekilde eristigi durumlarda, temel haklar
bakimindan anlamli bir risk dogmadigina dikkat
cekmektedir.

Madde 6zelinde bir elestiri tespit edilememisgtir.

Potansiyel etki: Disuk

Aciklama: ONKV'ye iliskin diizenlemede
bulunan KVKK’nin 6. maddesi ¢gok yakin bir
tarihte degistirildigi i¢in kisa vadede bu
maddenin Ulkemiz agisindan dogrudan bir
etki yaratmacagi degerlendirilmektedir.

Article 12 — Transparent information, communication
and modalities for the exercise of the rights of the data
subject

(5) Information provided under Articles 13 and 14 and
any communication and any actions taken under
Articles 15 to 22 and 34 shall be provided free of
charge. Where requests from a data subject are
manifestly unfounded or excessive, in particular
because of their repetitive character, or also, for
requests under Article 15 because the data subject
abuses the rights conferred by this regulation for
purposes other than the protection of their data,
the controller may either:

(a) charge a reasonable fee taking into account
the administrative costs of providing the
information or communication or taking the action
requested; or

(b) refuse to act on the request.

The controller shall bear the burden of demonstrating
that the request is manifestly unfounded or that there

Komisyon, bu madde o6nerisiyle, ilgili kisi bagvurusunun
reddedilebilecegi veya ucret talep edilebilecegi istisnayi
genisletmektedir. Bu kapsamda degisiklikle, erisim
hakkinin kigisel verilerin korunmasi disindaki amaglarla
kétaye kullanildigr durumlarda veri sorumlusunun ilgili
talebi reddedebilmesine imkan taniyan yeni bir
diizenleme getirilmektedir.

Komisyon, “kisisel verilerin korunmasi digindaki amaglar”
ifadesine 6rnek olarak; veri sorumlusunun talebi
reddetmesini saglamak amaciyla basvuru yapiimasi ve
ardindan tazminat talep edilmesi veya yalnizca veri
sorumlusuna zarar vermek igin asiri sayida talepte
bulunulmasi gibi durumlari géstermektedir.

Ayrica Komisyon, degisikligin son climlesiyle veri
sorumlularinin ispat yukini hafifletmekte; bunun
gerekgesi olarak ise talebin “asirihginin” niteligi geregi
veri sorumlusunun etki alani (dolayisiyla ispat glicl)
disinda kalmasini ileri stirmektedir.

Bu maddeye yoneltilen temel itiraz, Temel Haklar Sarti
ile glivence altina alinan ve herhangi bir kosula ya da
amaca bagl olmaksizin kullanilabilen erisim hakkina
fiillen bir “amag sinirlamasi” getirilmesinin (veri koruma
disindaki amaglarla yapilan taleplerin
reddedilebilmesinin artik mimkiin olmasi nedeniyle)
Temel Haklar Sartr'na aykirilik teskil etmesidir.

Ayrica lafzi agidan “veri koruma amaci’nin neyi ifade
ettiginin belirsiz oldugu; bu muglakligin ise temel bir
hakka sinirlama getirilmesi bakimindan ciddi sakincalar
dogurdugu elestiriimektedir. Ayrica degisiklik, lafzi yorum
bakimindan “veri koruma amaci” disindaki amaglari
otomatik olarak asir kabul ettigi; bu yonuyle de ilgili
kisileri basvurularinda “veri koruma amaci’ni ayrica
ortaya koymaya zorladigi gerekgesiyle elestiriimektedir.

Son olarak degisiklik, ABAD’In erisim hakkinin herhangi
bir kosula veya amag sinirlamasina tabi olmayan bir hak
oldugu yonundeki yerlesik ictihadina aykiri olmasi
nedeniyle elestirimektedir.

Potansiyel etki: Diisiik

Aciklama: Bu degisikligin tlkemiz agisindan
dogrudan bir etki yaratmasi
beklenmemektedir.

Her ne kadar KVKK’da, GDPR’daki
degisiklige dogrudan paralel bir dizenleme
bulunmasa da, genel ilkeler ve Tirk Medeni
Kanunu’nun 2. maddesinde yer alan
durustluk kurali kapsaminda, durustluk
kuralina aykirlk teskil eden basvurular
bakimindan benzer bir yorumun yapilmasi
halihazirda mimkaindu.

Bu degisikligin kabul edilmesi halinde,
durustluk kuralina dayal olarak yapilan bu
yorumun daha guglu bir sekilde
uygulanabilecegdi degerlendiriimektedir.

Ancak degisiklik kapsaminda ilgili kisinin
basvuru hakkinin “veri koruma amaci’na
baglanmasinin, veri koruma hukukunun ruhu
ve 6ziyle bagdagmadig kanaatindeyiz.
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are reasonable grounds to believe that it is

excessive character-of the request.

Article 13 — Information to be provided where
personal data are collected from the data subject

(4) Paragraphs 1, 2 and 3 (aydinlatma
yukamliltginin diizenlendigi hiikiimler) shall not
apply where and-insofar-as the personal data have
been collected in the context of a clear and
circumscribed relationship between data subjects
and a controller exercising an activity that is not
data-intensive and there are reasonable grounds to
assume that the data subject already has the
information referred to in points (a) and (c) of
paragraph 1, unless the controller transmits the
data to other recipients or categories of recipients,
transfers the data to a third country, carries out
automated decision-making, including profiling,
referred to in Article 22(1), or the processing is
likely to result in a high risk to the rights and
freedoms of data subjects within the meaning of
Article 35.

Bu degisiklikle Komisyon, 6zet olarak, sinirlari agik ve
belirli bir iligki kapsaminda, yogun veri igleme olmayan
sureglerde aydinlatma yukumlalaginun
uygulanmamasini dngérmektedir.

Komisyon, degisikligin veri sorumlularinin prosedrel
ylkunl azaltmak igin gerekli oldugunu; bu kapsamda
veri sorumlusu ile kisi arasindaki iligkinin agik ve sinirli
oldugu ve isleme faaliyetinin yogun olmadigi durumlarda
(6rnegdin bir zanaatkarin hizmet sunmak igin yalnizca
asgari veriyi islemesi gibi) veri sorumlusunun aydinlatma
yukimliltgu altinda olmamasi gerektigini ifade
etmektedir.

Bunlara érnek olarak Komisyon, yogun ve karmasik
olmayan ve sinirl veri igceren islemlerde; 6zellikle
sozlesmenin ifasi veya gecerli riza kapsaminda yapilan
islemlerde, ilgili kisinin veri sorumlusunun kimligi ve
isleme amaci hakkinda zaten bilgi sahibi olmasinin
makul oldugunun kabul edilmesi gerektigini; ayni
durumun, veri igslemenin tyelik yénetimiyle sinirli oldugu
dernek ve spor kullipleri icin de gegerli olacagini ifade
etmektedir.

Komisyon, getirdigi istisnanin gegerli olmayacagi
durumlari da diizenlemis ve veri islemenin veri koruma
etki degerlendirmesi kapsaminda bir igsleme faaliyeti
olmasi, verinin aktariimasi veya verinin otomatik
islemeye tabi tutulmasi durumunda gegerli olmayacagini
belirtmistir.

Maddenin lafzi bakimindan “reasonable grounds to
assume” ve “an activity that is not data-intensive” gibi
ifadelerin muglak oldugu, hukuki belirsizlik ve genis
yoruma elverislilik yarattigi elestiriimektedir.

Ayrica bu istisnanin duristlik ve seffaflik ilkelerini
zedeleyecegi; zira ilgili kisilerin hukuki sebebi
bilmemeleri halinde hangi haklara sahip olduklarini
ongoremeyecekleri belirtiimektedir (nitekim GDPR
kapsaminda haklar hukuki sebebe bagl olarak
degisebilmektedir). Hukuki sebebi 6grenmek igin ayrica
basvuru yapilmasinin gerekmesi ise yeni ve gereksiz bir
usuli yik olarak degerlendiriimektedir. Bu kapsamda,
istisnanin genigletiimesinin riza gerektiren faaliyetlerde
“bilgilendiriime” unsurunu da zayiflatacag: ifade
edilmektedir.

Maddenin uygulanabilirligi bakimindan ise, herhangi bir
veri isleyen kullaniminin istisnanin uygulanmasini
engellemesi nedeniyle, gunlik hayattaki 6rneklerin
neredeyse higbirinde bu istisnanin fillen
uygulanamayacagi; bu nedenle maddenin etkisiz kaldigi
elestiriimektedir.

Son olarak, temel haklara getirilen bu tur bir sinirlamanin
ancak Temel Haklar Sarti uyarinca 6lguli ve kanunla
ongorilmis olmasi halinde mimkin olabilecegi; mevcut
degisikligin ise gerekli asgari aciklik ve dngdrulebilirlik
kriterlerini kargilamadigi ileri surtilmektedir.

Potansiyel etki: Diisuik

Aciklama: Bu degisikligin tlkemiz agisindan
dogrudan bir etki yaratmasi
beklenmemektedir.

KVKK’nin 10. maddesi kapsaminda
aydinlatma yukumlulugune iliskin herhangi
bir istisna 6ngorulmemistir. Bu nedenle
veriler ilgili kisiden dogrudan elde edilmese
ve aydinlatmanin pratikte imkansiz oldugu
durumlar bulunsa dahi, KVKK uyarinca
aydinlatma yikimlilugi teorik olarak devam
etmektedir. Bu durumun veri sorumlulari
bakimindan yarattigi giiclikler dikkate
alindiginda, bu nitelikte istisnalarin KVKK’ya
eklenmesinin faydali olacag! kanaatindeyiz.

Mevcut aydinlatma metinlerinin ilgili kigileri
ne Olgude bilgilendirdigi tartismali olup,
KVKK’da hukuki sebebe gére haklarin
farklilasmamasi dikkate alindiginda bu tiir bir
istisnanin ciddi sorun yaratmayacagi
kanaatindeyiz. Bunu not etmekle birlikte,
aydinlatma yukimlalagu rejiminin amacina
daha etkin hizmet edecek sekilde yeniden
ele alinmasinin gerekli oldugu

kanaatindeyiz.

Article 13 - Information to be provided where
personal data are collected from the data subject

(5) When the processing takes place for scientific
research purposes and the provision of information
referred to under paragraphs 1, 2 and 3 proves
impossible or would involve a disproportionate effort
subject to the conditions and safeguards referred to in
Article 89(1) or in so far as the obligation referred to in
paragraph 1 of this Article is likely to render impossible
or seriously impair the achievement of the objectives
of that processing, the controller does not need to

Onerdigi degisiklik ile Komisyon, bilimsel arastirma
amaclyla yapilan veri isleme faaliyetlerinde, aydinlatma
yukimliligini yerine getirmenin imkansiz olmasi veya
orantisiz bir caba gerektirmesi halinde bu yukimlulukten
muaf tutan bir diizenleme getirmistir.

istisna getirmesinin yani sira Komisyon, her haliikarda
ilgili kisinin iletisim bilgilerinin kolayca erigilebilir olmasi
durumunda ise makul caba gostermesi gerektigini
belirtmektedir.

Bu kapsamda 6zellikle verilerin ilk toplandigi agsamada
bilimsel arastirma amaci 6ngdrilmemisse ve iletisim

Genis tanimlanan “bilimsel arastirma” kavramina ek
olarak, Komisyon'un gerekgesinin verilerin ilgili kisiden
toplanip sonradan ikincil bir bilimsel arastirma amaciyla
kullanildigi durumlari hedefledigi; buna karsin mevcut
GDPR sisteminde bu tiir amag degisikliklerinde aktif
bilgilendirme yoluyla ilgili kisilere itiraz ve denetim imkani
tanindidi, 6nerilen degisikligin ise bu mekanizmayi
ortadan kaldirdigi elestiriimektedir.

Bu degisiklik, zaten son derece genis olan “bilimsel
arastirma” tanimiyla birlikte degerlendirildiginde,
GDPR’in temel yapi taslarindan biri olan amagla sinirlilik
ilkesini fillen ortadan kaldirmakta; s6z konusu ilkenin

Potansiyel etki: Diisiik

Aciklama: Bilimsel arastirma tanimindaki
yorumumuzdan farklilagan bir husus
bulunmamaktadir.
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provide the information referred to under paragraphs
1, 2 and 3. In such cases the controller shall take
appropriate measures to protect the data subject's
rights and freedoms and legitimate interests, including
making the information publicly available.

bilgileri mevcut degilse, ilgili kigilerin kamusal yollarla
dolayh olarak bilgilendirilmesi; bu bilgilendirmenin
mumkin olan en genis kitleye ulasacak sekilde,
arastirmanin baglamina uygun araglarla yapiimasi
gerektigi belirtiimektedir.

Not: Bilimsel arastirmaya tanimina getirilen
dlizenlemeler ilgili kisimda degerlendiriimekte olup bu
degisikligin ilgili kisim ile birlikte incelenmesi énerilir.

Temel Haklar Sart’'nda da yer almasi nedeniyle
degisikligin agikga hukuka aykiri oldugu
vurgulanmaktadir.

Article 22 - Automated individual decision-making,
including profiling

A decision which produces legal effects for a data
subject or similarly significantly affects him or her
may be based solely on automated processing,
including profiling, only where that decision:

(a) is necessary for entering into, or performance of, a
contract between the data subject and a data
controller regardless of whether the decision could
be taken otherwise than by solely automated
means;

(b) is authorised by Union or Member State law to
which the controller is subject and which also lays
down suitable measures to safeguard the data
subject's rights and freedoms and legitimate interests;
or

(c) is based on the data subject's explicit consent.

Getirilen degisiklikle Komisyon, otomatik karara tabi
olmama hakkinin istisnasi olan “sézlesmenin kurulmasi
veya ifasl igin gerekli olma” sartinin uygulanmasi
bakimindan, kararin baska bir sekilde alinamamasinin
aranmadigini agik¢a dizenlemigtir.

Komisyon, bu degisiklikle ilgili kisi ile veri sorumlusu
arasindaki bir s6zlesmenin kurulmasi veya ifasi
kapsaminda otomatik karar alma kullanimina agikhk
getirmeyi amagladigini ifade etmektedir.

Bu kapsamda Komisyon, kararin bir insan tarafindan da
alinabilecek olmasinin, veri sorumlusunun karari
tamamen otomatik isleme yoluyla almasina engel
olmadigini ifade etmekte; bununla birlikte, esit derecede
etkili birden fazla otomatik isleme segenedi mevcutsa,
daha az mudahaleci olani tercih etmesi gerektigini
vurgulamaktadir.

EDPB’nin yorumladig: sekliyle maddenin revizyon éncesi
hali, “zorunluluk” (necessity) kriteri kapsaminda veri
sorumlusunun, tamamen otomatik karar alma
(automated decision-making — ADM) niteligindeki bir
islemenin sézlesmenin kurulmasi veya ifasi bakimindan
gercekten gerekli oldugunu ortaya koyabilmesi; 6zellikle
de ayni amaca daha az mahremiyet mudahalesi iceren
bir yontemle ulasiimasinin mimkin olup olmadigini
degerlendirmesini gerektirymekteydi. Nitekim, EDPB bu
baglamda veri sorumlusunun, daha az mudahaleci bir
alternatifin bulunmadigini gosterebilmesini zorunlu
goérmustar.

Buna karsilik, maddenin yeni halinde, kararin tamamen
otomatik olmayan yollarla alinip alinamayacaginin ayrica
degerlendiriimesi gerekmeyecek; bu durum, s6z konusu
istisnanin uygulama alanini kayda deger 6lgude
genigletecektir. Boylelikle, ADM yasaginin istisnasi,
onceki rejime kiyasla veri sorumlulari bakimindan gok
daha genis bir takdir alani yaratmaktadir.

Her ne kadar “hak” ifadesinin ¢ikarilmasinin uygulamada
koklu bir degisiklik yaratmadigr dusundlse de,
munhasiran otomatik karara tabi olmamayi agik bir hak
statlisiinden ¢ikarilmasi maddenin 6zunu hafifletmesi
sebebiyle elestiriimektedir. Zira bu ilke, AB Temel Haklar
Sart’'nda agikga yer almasa da, 108 sayili S6zlesme ve
glincellenmis versiyonu olan 108+ gergcevesinde veri
koruma rejiminin temel bir hakki olarak kabul
edilmektedir.

Potansiyel etki: Diisiik

Aciklama: KVKK’da benzeri bir diizenleme
bulunmadigindan, s6z konusu degisikligin
Ulkemiz bakimindan dogrudan bir etki
dogurmasinin beklenmedigi
degerlendiriimektedir.
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Article 33 - Notification of a personal data breach to
the supervisory authority

(1) In the case of a personal data breach that is likely
to result in a high risk to the rights and freedoms
of natural persons, the controller shall without undue
delay and, where feasible, not later than 72-96 hours
after having become aware of it, notify the personal
data breach via the single-entry point established
pursuant to Article 23a of Directive (EU) 2022/2555
to the supervisory authority competent in accordance

with Article 55 and Article 56 unless-the personal
ata t hi tikel 1 ish |

- Where the
notification to the supervisory authority is not made
within 72 96 hours, it shall be accompanied by reasons
for the delay.

(1a) Until the establishment of the single-entry point
pursuant to Article 23a of Directive (EU) 2022/2555,
controllers shall continue to notify personal data
breaches directly to the competent supervisory
authority in accordance with Article 55 and Article 56.

(6) The Board shall prepare and transmit to the
Commission a proposal for a common template for
notifying a personal data breach to the competent
supervisory authority referred to in paragraph 1. The
proposal shall be submitted to the Commission within
[months] of the entry into application of this
Regulation. The Commission after due consideration
reviews it, as necessary, and is empowered to adopt it
by way of an implementing act in accordance with the
examination procedure set out in Article 93(2).

(7) The template referred to in paragraph 6 shall be
reviewed every three years and updated where
necessary. The Board shall submit its assessment and
possible proposals for updates to the Commission in
due time. The Commission after due consideration of
the proposals reviews them and is empowered to
adopt any updates following the procedure in
paragraph 6.

Degisiklikte 6zetle Komisyon, yetkili otoriteye veri ihlali
bildirimi igin aranan risk esigini “yiksek risk” olarak
belirlemis; bildirim suresini uzatmis ve bildirimlerin tek bir
otoriteye ortak bir form lGzerinden yapilmasini
duzenlemigtir.

Komisyon, bu degisiklikle veri sorumlulari Gzerindeki
bildirim yukini azaltmayi amacladigini ifade etmektedir.
Bu kapsamda, denetim otoritesine bildirim yukimlalugu
yalnizca ilgili kisilerin hak ve 6zgurlikleri bakimindan
ylksek risk doguran ihlallerle sinirlandiriimakta ve
bildirim icin 6ngérulen sure artirlmaktadir. Bu kapsamda
ayrica, kisisel veri ihlali bildirimlerinin tek bir giris noktasi
(NIS2 kapsaminda yetkili otorite) tizerinden yapilmasi
ongorulerek, mikerrer bildirimlerin 6nline gegilmesi ve
bildirim sureglerinin sadelestiriimesi amaclanmaktadir.

Ayrica Komisyon, AB genelinde tutarlilik saglamak
amaciyla veri ihlali bildirimleri igin ortak bir sablon ve
yuksek riskli durumlara iliskin ortak bir listenin EDPB
tarafindan hazirlanmasi ve diizenli olarak giincellenmesi
ongormektedir.

Bildirim yukumlalGgine iligkin esigin “risk” seviyesinden
“yuksek risk” seviyesine gekilmesinin, denetim
otoritelerine yapilan bildirimlerin kayda deger dlgtide
azalmasina yol agacagi degerlendiriimektedir. Bu
durumun, ¢ok sayida ihlalin denetim otoritelerinin bilgisi
disinda kalmasina ve ayrica ilgili kiilerin ihlallerden
haberdar olma imkanini fiillen ortadan kalkmasina neden
olacag ifade edilmektedir. Ozellikle “yiiksek risk”
kavraminin igeriginin belirsiz olmasinin, veri sorumlulari
tarafindan dar veya keyfi sekilde yorumlamaya kapi
araladigi disunilmektedir.

Ayrica mevcut sistemde, denetim otoritelerine en
azindan “risk” diizeyinde bir ihlalin bildiriimesiyle, ihlalin
yuksek risk olusturup olusturmadiginin otorite tarafindan
filen degerlendirilmesine imkan taninmaktayken; yeni
diizenlemede bu degerlendirmenin tamamen veri
sorumlularina birakilmasi elestiriimektedir.

Potansiyel etki: Yiiksek

Aciklama: Bu diizenlemenin, Ulkemizde veri
ihlal bildirimi uygulamalarina dayanak teskil
etmesi nedeniyle (Kurulun 2019/10 sayili
karari), s6z konusu degisikligin (6zellikle
bildirim suresinin) Tlrkiye’de dogrudan etki
dogurma potansiyeline sahip olacagini
degerlendirmekteyiz

Diger yandan, yakin zamanda yurirlige
giren Siber Glvenlik Kanunu'nda da bir
bildirim proseduri 6ngdrilmesi nedeniyle,
neredeyse butln veri ihlallerinde veri
sorumlularinin hem Kurum’a hem de Siber
Giuvenlik Baskanligi'na bildirim yapmasi
gerekecektir. Bu durumun veri sorumlulari
Uzerinde yaratacagi idari yuk ve ikili bildirim
yapisinin doguracag! belirsizlik dikkate
alindiginda, degisiklikte 6ngorulen benzeri
bir “tek bildirim sistemi’nin tlkemiz
bakimindan da gerekli oldugu kanaatindeyiz.

Son olarak, bildirime iligkin risk esiginin
“yuksek’ten “cok yuksek’e yukseltiimesi
bakimindan ulkemizde halihazirda bdyle bir
esik bulunmadigindan, bunun dogrudan bir
etki yaratmayacagini degerlendirmekteyiz.
Ancak ileride yuksek risk esiginin getirilmesi
glindeme gelirse, bu esigin uygulanabilmesi
icin dikkate alinacak kriterlerin agik ve net
sekilde belirlenmesi gerektigi kanaatindeyiz.
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Article 35 - Data protection impact assessment

(4) The supervisory authority shall establish-and make
pub cadlistotthek d.g P eseﬁss g operations whic
impact assessment pursuant to paragraph 1. The

the-Board-referred-to-in-Article-68: The Board shall
prepare and transmit to the Commission a
proposal for a list of the kind of processing
operations which are subject to the requirement
for a data protection impact assessment pursuant
to paragraph 1.

) I e e =
a;e_pub catlistotthe ¢ d.g processing-ope a_te 5
OF W S_IE datap sltaste EE.EEESSSSS € ts.

those lists-to-the Board-:

The Board shall prepare and transmit to the

Commission a proposal for a list of the kind of

processing operations for which no data
protection impact assessment is required.

(6) Pri . ¢ . ; .
paragraphs-4-and-5, the competent supervisory
ah; ority Sha !ap_py ége consiste Gy mechanis
process gestn.tss waich are .EEtEE to-the oftering
© ge_ad_s © sﬁe viees o da_ ta S.Ebj%ts © Ital the

ion- The Board shall
prepare and transmit to the Commission a
proposal for a common template and a common
methodology for conducting data protection
impact assessments.

(6)(a) The proposals for the lists referred to in
paragraphs 4 and 5 and for the template and
methodology referred to in paragraph 6 shall be
submitted to the Commission within [OP date = 9
months of the entry into application of this Regulation).
The Commission after due consideration reviews
them, as necessary, and is empowered to adopt them

Bu degisiklikle Komisyon, veri koruma etki
degerlendirmelerinin (“DPIA”) 6ziine dokunmadan,
yalnizca Uye devletlerin yetkili otoriteleri tarafindan
yayimlanmasi gereken DPIA zorunluluguna iligkin
listelerin ve formlarin usuli kurallarinda degisiklik
yapmaktadir.

Komisyon, bu degisiklikle DPIA’e iliskin uygulamayi AB
genelinde uyumlastirmay amaglamaktadir. Bilindigi
lizere mevcut diizende her Uiye devletin yetkili otoritesi
bu yonde yetkiye sahip olup, bu durum uygulamada
takip edilmesi gli¢ ve Uye devletler arasinda farkliliklar
iceren bir yapi ortaya gikarmaktaydi®. Bu kapsamda,
ylksek riskli igsleme faaliyetlerine iligkin tek bir AB
diizeyinde liste olusturulmasi ve mevcut ulusal listelerin
bu listeyle ikame edilmesi 6ngortiimektedir. Ayrica, DPIA
gerektiren ve gerektirmeyen isleme faaliyetlerine iligkin
listenin yayimlanmasi, mevcut halde zorunlu degil iken
degisiklik ile zorunlu hale getirilmektedir.

Bu dogrultuda Komisyon, s6z konusu listelerin yani sira
DPIA’lerin yuritilmesine iligkin ortak bir sablon ve
metodolojinin EDPB tarafindan hazirlanmasini ve
Komisyon tarafindan kabul edilmesini 6ngérmekte;
teknolojik gelismeler dikkate alinarak bu araglarin
dizenli olarak giincellenmesini hedeflemektedir.

Madde degisikligi, DPIA’in 6ziine dokunmamakla birlikte
prosedurel yoninu guglendirdigi icin genel olarak olumlu
karsilanmaktadir.

Ancak bu degisikligin, DPIA yukimluligind kati ve
sablon odakli bir yaklagima indirgeme riski tasidigini; bu
durumun da sekli uyumu tesvik ederek esasli risk
degerlendirmesinin niteligini ve derinligini
zay\flatabilecegini savunan gorisler de bulunmaktadir.

Potansiyel etki: Diisiik

Aciklama: Degisikligin, yalnizca DPIA
whitelist ve blacklist’lerine iligkin AB
genelinde usuli bir dizenleme niteliginde
olmasi ve KVKK’da benzeri bir mekanizma
bulunmamasi nedeniyle, s6z konusu
degisikligin tlkemiz bakimindan bir etki
yaratmasi beklenmememektedir.

8 JAPP’nin DPIA whitelist ve blacklist derleme galismalari igin bkz.: https://iapp.org/resources/article/eu-member-state-dpia-whitelists-and-blacklists/.
Arsivlenmis kaynak igin ayrica bkz.: https://web.archive.org/web/20251012045247/https://iapp.org/resources/article/eu-member-state-dpia-whitelists-and-blacklists/
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by way of an implementing act in accordance with the
examination procedure set out in Article 93(2).

(6)(b) The lists and the template and methodology
referred to in paragraph 6a- shall be reviewed at least
every three years and updated where necessary. The
Board shall submit its assessment and possible
proposals for updates to the Commission in due time.
The Commission after due consideration of the
proposals reviews them and is empowered to adopt
any updates following the procedure in paragraph 6a.

(6)(c) Lists of the kind of processing operations which
are subject to the requirement for a data protection
impact assessment and of the kind of processing
operations for which no data protection impact
assessment is required established and made public
by supervisory authorities remain valid until the
Commission adopts the implementing act referred to in
paragraph 6a.

Article 41a — (madde tamamiyla yeni eklenmektedir)

(1) The Commission may adopt implementing acts to

specify means and criteria to determine whether data

resulting from pseudonymisation no longer constitutes
personal data for certain entities.

(2) For the purpose of paragraph 1 the Commission
shall:
(a) assess the state of the art of available
techniques;
(b) develop criteria and or categories for
controllers and recipients to assess the risk of re-
identification in relation to typical recipients of
data.

(3) The implementation of the means and criteria
outlined in an implementing act may be used as an
element to demonstrate that data cannot lead to
reidentification of the data subjects.

(4) The Commission shall closely involve the EDPB in
the preparations of the implementing acts. The EPDB
shall issue an opinion on the draft implementing acts
within a deadline of 8 weeks as of the receipt of the
draft from the Commission.

Yeni eklenmesi onerilen bu madde ile Komisyon’a,
psedénimlestirme sonucunda elde edilen verilerin belirli
kuruluglar bakimindan kisisel veri sayilip
sayllmayacaginin tespitine iliskin arac ve kriterleri
belirleme yetkisi verilmektedir.

Komisyon, bu degisiklik bakimindan 6zel bir gerekce
veya acliklama sunmamakta; madde hikmundn icerigini
tekrarlamakla yetinmektedir.

Degisikligin en ¢ok elestiri alan ve hukuk teknigi
acisindan en sorunlu goérulen degisikliklerden biri bu
degisikliktir. Nitekim yeni eklenmek istenen bu madde ile
Komisyonun, “tanimlanamayan” psedonimlestirilmis
verinin ne olduguna iligkin tanimi tek tarafli olarak
belirlemeyi amagladigi ifade edilmektedir.

Ayrica 6ngorulen inceleme usull, tye devlet
temsilcilerinden olusan bir komitenin katilimini
gerektirmekle birlikte Avrupa Parlamentosu’nu stirece
dahil etmemektedir. Uygulamada bu tiir komitelerin,
Parlamento’nun ciddi elestirilerine ragmen kabul edilen
ve sonradan ABAD tarafindan iptal edilen diizenlemelere
(6rnegin AB-ABD yeterlilik kararlari) onay verdigi
hatirlatiimaktadir.

Bu maddenin eklenmesi halinde, GDPR’1 yorumlama
yetkisinin siyasi bir aktor olan Komisyon’a kaydiriimis
olacagi vurgulanmaktadir.

Potansiyel etki: Orta

Aciklama: Degisiklik hukuk teknigi
bakimindan temel ve yapisal sorunlar
barindirmaktadir.

Bu degisikligin kabul edilmesi halinde,
benzer bir yetkinin tlkemizde ylritme organi
tarafindan talep edilmesinin muhtemel
oldugu; bu kapsamda AB uygulamasinin
emsal g0sterilerek Ulkemizde de benzeri bir
dizenlemenin glindeme getirilebilecegi
degerlendiriimektedir.

Konunun ayrica idare hukuku agisindan da
incelenmesi gerekmektedir.
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(5) The Implementing Acts shall be adopted in
accordance with the examination procedure referred to
in Article 93(3).’

Article 57 — Tasks (of Independent supervisory
authorities)

1. Without prejudice to other tasks set out under this
Regulation, each supervisory authority shall on its
territory:

th) es tablish :"'E’I"'E"“ti"" a .I'Et - slation-to-the
assessment pursuant to Article 35(4);

Article 64 - Opinion of the Board

(1) The Board shall issue an opinion where a
competent supervisory authority intends to adopt any
of the measures below. To that end, the competent
supervisory authority shall communicate the draft
decision to the Board, when it:

35(4)

Article 70 - Tasks of the Board

(1) The Board shall ensure the consistent application
of this Regulation. To that end, the Board shall, on its
own initiative or, where relevant, at the request of the
Commission, in particular:

(ha) prepare and transmit to the Commission a
proposal for a list of the kind of processing operations
which are subject to the requirement for a data
protection impact assessment and for which no data
protection impact assessment is required, pursuant to
Article 35.

Bu degisiklikler (madde 57, 64 ve 70), DPIA’i diizenleyen
35. Maddede yapilan dedisiklige uyum amaciyla
yapildigi igin ayrica degerlendiriimemektedir.

Bu degisiklikler (madde 57, 64 ve 70), DPIA’i diizenleyen
35. Maddede yapilan dedisiklige uyum amaciyla
yapildigi igin ayrica degerlendiriimemektedir.

Potansiyel etki: Disuk

Aciklama: 35. madde kapsamindaki
yorumumuz gegerlidir.
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(hb) prepare and transmit to the Commission a
proposal for a common template and a common
methodology for conducting data protection impact
assessments, pursuant to Article 35.

(hc) prepare and transmit to the Commission a
proposal for a common template for notifying a
personal data breach to the competent supervisory
authority as well as for a list of the circumstances in
which a personal data breach is likely to result in a
high risk to the rights and freedoms of a natural person
pursuant to Article 33.

Article 88a - Processing of personal data in the
terminal equipment of natural persons (madde
tamamiyla yeni eklenmektedir)

(1) Storing of personal data, or gaining of access to
personal data already stored, in the terminal
equipment of a natural person is only allowed when
that person has given his or her consent, in
accordance with this Regulation.

(2) Paragraph 1 does not preclude storing of personal
data, or gaining of access to personal data already
stored, in the terminal equipment of a natural person,
based on Union or Member State law within the
meaning of, and subject to the conditions of Article 6,
to safeguard the objectives referred to in Article 23(1).

(3) Storing of personal data, or gaining of access to
personal data already stored, in the terminal
equipment of a natural person without consent, and
subsequent processing, shall be lawful to the extent it
is necessary for any of the following:

a) carrying out the transmission of an electronic
communication over an electronic
communications network;

b) providing a service explicitly requested by the
data subject;

c) creating aggregated information about the
usage of an online service to measure the

Yeni eklenen madde ile Komisyon, E-Privacy
Direktifi'nde oldugu gibi kural olarak terminal cihazlardaki
verilerin ilgili kisinin acik rizasina dayanilarak
islenecegini diizenlemis; ancak E-Privacy Direktifi'ndeki
rejime kiyasla daha esnek bir yaklasim benimseyerek,
bazi dusuUk riskli veya talep edilen hizmet icin gerekli veri
isleme faaliyetleri bakimindan riza aranmaksizin
islemeye imkan taniyan istisnalar 6ngérmustur.

Bu degisiklik ile Komisyon, esasen, terminal ekipmanlari
Uzerinden veya bu cihazlardan gerceklestirilen kisisel
veri igleme faaliyetlerine iliskin hukuki rejimi GDPR
kapsamina tagiyarak yeknesaklik saglamayi
amagclamaktadir. Bu dogrultuda, halihazirda E-privacy
Direktifi kapsaminda diizenlenen rejim bu yeni madde ile
GDPR’a tasinmis; ancak istisnalari genigletilmistir.

Son olarak Komisyon, maddenin dordincu fikrasina
iligkin olarak; riza talebini reddeden ilgili kisilerin ayni
cevrim ici hizmete her giriste yeniden riza talebiyle
karsilasmasinin fiilen riza vermeye zorlayici etkiler
dogurabildigini, bu nedenle veri sorumlularinin rizanin
reddedilmesine iligkin tercihlere en azindan belirli bir
siire boyunca saygi gostermesinin gerekli oldugunu
gerekge gostermistir.

Not: Bu degisikligi tamamlayan ek degisiklik E-privacy
Direktif dedisikliginde degerlendiriimekte olup bu iki
degisikligin birlikte degerlendiriimesi gerekmektedir.

Komisyon’un riza kuralina yeni istisnalar getirmesiyle
kisisel verilerin islenmesinin kolaylagsmasinin, terminal
ekipmanlarinda saklanan kisisel olmayan verilerin kisisel
verilere kiyasla daha glicli sekilde korunur hale
gelmesine ve bu nedenle ¢eliskili bir durumun ortaya
gikmasina yol actigi ifade edilmektedir.

Ayrica rizaya istisna olarak getirilen yeni sebeplerin,
mesru menfaatte oldugu gibi bir denge testine tabi
tutulmamasi ve genel geger nitelikte diizenlenmesi,
kullanicilarin kisisel verilerinin genis 6lgekte riza
aranmaksizin islenmesine yol acabilecegi gerekgesiyle
elestiriimektedir.

Son olarak maddenin dérdiincu fikrasi, teknolojiden nétr
bir sekilde kaleme alinmak yerine belirli bir teknolojik
yonteme atif yapmasi nedeniyle elestirilmistir. Bu
baglamda, olmasi gereken diizenlemenin GDPR m.
7’deki “It shall be as easy to withdraw as to give
consent” 6rnegine benzer sekilde, ilke bazl ve teknoloji
bagimsiz bir ifadeyle yapilmasi gerektigi belirtiimektedir.

Potansiyel etki: Yiiksek

Aciklama: Mevcut rejimin Ulkemizde de
uygulanmasi sebebiyle bu degisikligin
dogrudan lUlkemiz agisindan etkisi
olabilecegi degerlendirilmektedir.

E-privacy Directive’in (bu degisiklik ile)
GDPR’a alinan 5. maddesi, riza kurali ve
buna istisnalarn bakimindan Elektronik
Haberlesme Kanunu’nun 51. maddesine
benzerlik gostermektedir®. Bu gergevede,
KVKK ile Elektronik Haberlesme Kanunu
arasinda da GDPR ile E-Privacy Direktifi'ne
benzer bir iliski bulundugu; dolayisiyla AB’de
bu iligkinin bu sekilde yeniden
kurgulanmasinin, tlkemiz agisindan da
dogrudan etki doguracagi
degerlendiriimektedir.

Ancak benzer bir uygulama benimsenirken,
riza olmaksizin veri isleme yasagina
getirilecek istisnalarin ayrintil sekilde
degerlendiriimesi; Kurumun ve AB
otoritelerinin cerez isleme uygulamalarina
iliskin analizlerinin dikkate alinmasi ve
istisnalarin temkinli bicimde diizenlenmesi
gerekmektedir. Aksi halde, degisiklikte
gOruldigu Gzere kisisel olmayan verilerin
kisisel verilere kiyasla daha gugli korunmasi
gibi celigkili sonuglar ortaya gikabilecektir.

9 Ayrica bkz.: Kisisel Verilerin Korunmasi Kurumu Gerez Uygulamalar Hakkinda Rehber sf. 14 vd. (https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/fb193dbb-b159-4221-8a7b-3addc083d33f.pdf) (E.T.: 15.12.2025)
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audience of such a service, where it is carried out
by the controller of that online service solely for its
own use;

d) maintaining or restoring the security of a
controller’s service requested by the data subject
or the terminal equipment used for the provision of
such service.

(4) Where storing of personal data, or gaining of
access to personal data already stored, in the terminal
equipment of a natural person is based on consent,
the following shall apply:

a) the data subject shall be able to refuse
requests for consent in an easy and intelligible
manner with a single-click button or equivalent
means.

b) if the data subject gives consent, the controller
shall not make a new request for consent for the
same purpose for the period during which the
controller can lawfully rely on the consent of the
data subject;

c) if the data subject declines a request for
consent, the controller shall not make a new
request for consent for the same purpose for a
period of at least six months. This paragraph also
applies to the subsequent processing of personal
data based on consent.

(5) This Article shall apply from [OP: please insert the
date = 6 months following the date of entry into force
of this Regulation].

Son olarak, énerilen maddenin dérdincu
fikrasindaki degisikligi genel olarak olumlu
karsilamakla birlikte, dizenlemenin kaleme
alinis bicimi nedeniyle bu kurallarin
uygulamada nasil sekilleneceginin belirsiz
oldugu ve uygulama surecinde cesitli
sorunlarin ortaya ¢ikabilecegi kanaatindeyiz.

Article 88b - Automated and machine-readable
indications of data subject’s choices with respect to
processing of personal data in the terminal equipment
of natural persons (madde tamamiyla yeni
eklenmektedir)

(1) Controllers shall ensure that their online interfaces
allow data subjects to:

(a) Give consent through automated and machine-
readable means, provided that the conditions for
consent laid down in this Regulation are fulfilled;

Yeni eklenen bu madde ile Komisyon, ilgili kisilerin
terminal cihazlardaki veri isleme faaliyetlerine iligkin riza
verme, rizayi reddetme ve itiraz etme tercihlerinin
otomatik ve makine tarafindan okunabilir yollarla
iletiimesini ve veri sorumlulari tarafindan bu tercihlere
uyulmasini 6ngérmektedir; bu kapsamda standartlara
dayal teknik gézimler desteklenmekte, web tarayicisi
saglayicilarina teknik yikimlulukler getirilmektedir..

Bununla birlikte Komisyon, bagimsiz gazeteciligin
ekonomik temeline zarar vermemek amaciyla, medya
hizmet saglayicilarini bu tir makine okunabilir tercihlere
uyma yukimliligi diginda birakmakta; tarayici
saglayicilarina getirilen teknik yakumldltiklerin de medya

Bu degisiklik, “cookie banner” uygulamalarini ortadan
kaldirmay ve riza tercihlerinin otomatik sinyallerle
iletiimesini hedeflemesi bakimindan énemli olmakla
birlikte, hukuk teknigi agisindan ciddi elestirilere konu
olmaktadir. Ozellikle sinyalin genel bir opt-out mu yoksa
amag ve veri sorumlusu bazli bir yapi mi 6ngérdiginin
belirsiz olmasinin, teknik standartlarin olusturuimasinda
ciddi uyusmazliklara yol agabilecegdi ve temel haklara
iligkin kritik tercihlerin fiilen teknik standart belirleyicilere
birakilmasi riskini doguracagi ifade edilmektedir.

Madde lafzi agisindan ise maddede riza verilmesi ve
itiraz hakkina yonelik diizenleme yapilmasina karsin riza

Potansiyel etki: Orta

Agiklama: llgili kisilerin tercihlerinin gevrim
ici ortamlarda daha kolay ifade edilebilmesi,
buna ydnelik teknik isaretlerin geligtiriimesi
ve standartlastiriimasi ilke olarak olumlu
gorulmektedir. Ancak bu yapinin, kullanici
tercihleri ve ilgili kisi haklarini esas alacak
sekilde hukuka uygun bicimde nasil
kurgulanacagi uygulama bakimindan
belirsizligini korumaktadir.

Her ne kadar lilkemizde bu yénde somut bir
calisma bulunmasa da, meselenin bir hukuk
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(b) decline a request for consent and exercise the
right to object pursuant to Article 21(2) through
automated and machine-readable means.

(2) Controllers shall respect the choices made by data
subjects in accordance with paragraph 1.

(3) Paragraphs 1 and 2 shall not apply to controllers
that are media service providers when providing a
media service.

(4) The Commission shall, in accordance with Article
10(1) of Regulation (EU) 1025/2012, request one or
more European standardisation organisations to draft
standards for the interpretation of machine-readable
indications of data subjects’ choices.

Online interfaces of controllers which are in conformity
with harmonised standards or parts thereof the
references of which have been published in the Official
Journal of the European Union shall be presumed to
be in conformity with the requirements covered by
those standards or parts thereof, set out in paragraph
1.

(5) Paragraphs 1 and 2 shall apply from [OP: please
insert the date = 24 months following the date of entry
into force of this Regulation].

(6) Providers of web browsers, which are not SMEs,
shall provide the technical means to allow data
subjects to give their consent and to refuse a request
for consent and exercise the right to object pursuant to
Article 21(2) through the automated and machine-
readable means referred to in paragraph 1 of this
Article, as applied pursuant to paragraphs 2 to 5 of this
Article.

(7) Paragraph 6 shall apply from [OP: please insert the
date = 48 months following the date of entry into force
of this Regulation]

kuruluslarinin riza talep edebilme imkanini ortadan
kaldirmamasi gerektigini vurgulamaktadir.

hakkinin geri alinmasina yonelik herhangi bir dizenleme
yapilmamasi elestiriye konu olmustur.

Ayrica gecmiste bu slreclerin sektor aktorleri tarafindan
domine edildigi ve basarisiz érnekleri bulunduguna
dikkat gekilerek sinyale iligkin asgari gerekliliklerin
dogrudan kanun metninde diizenlenmesi gerektigi
vurgulanmaktadir.

politikas tercihi olmasi nedeniyle, ilgili
kisilerin ve tuketicilerin glglendiriimesi ile
haklarinin daha etkin korunmasi amaciyla
ileride bu yonde bir diizenleme
yapilabilecegi degerlendirilmektedir.
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Article 88c - Processing in the context of the
development and operation of Al (madde tamamiyla
yeni eklenmektedir)

Where the processing of personal data is necessary
for the interests of the controller in the context of the
development and operation of an Al system as defined
in Article 3, point (1), of Regulation (EU) 2024/1689 or
an Al model, such processing may be pursued for
legitimate interests within the meaning of Article
6(1)(f) of Regulation (EU) 2016/679, where
appropriate, except where other Union or national laws
explicitly require consent, and where such interests
are overridden by the interests, or fundamental rights
and freedoms of the data subject which require
protection of personal data, in particular where the
data subject is a child.

Any such processing shall be subject to appropriate
organisational, technical measures and safeguards for
the rights and freedoms of the data subject, such as to
ensure respect of data minimisation during the stage
of selection of sources and the training and testing of
Al an system or Al model, to protect against non-
disclosure of residually retained data in the Al system
or Al model to ensure enhanced transparency to data
subjects and providing data subjects with an
unconditional right to object to the processing of their
personal data.

Yeni eklenen bu maddeyle Komisyon, kisisel verilerin YZ
sistem ve modellerinin gelistiriimesi ve isletiimesi
kapsaminda igslenmesi durumunda mesru menfaat
hukuki sebebine dayanilabilecegini diizenlemektedir.

Komisyon, bu dizenlemeyle guivenilir yapay zekanin
ekonomik blylime ve toplumsal fayda saglayan yenilikler
acisindan kritik oldugunu vurgulamakta; yapay zeka
sistemlerinin gelistiriimesi ve kullanimi stirecinde kisisel
verilerin, uygun hallerde mesru menfaat kapsaminda
islenebilecegini belitmektedir.

Bu kapsamda Komisyon, mesru menfaat
degerlendirmesinde ilgili kigiler ve toplum bakimindan
saglanan faydanin, ilgili kisilerin makul beklentilerinin ve
onyarginin giderilmesi veya glvenli giktilar saglanmasi
gibi amaglarin dikkate alinmasi gerektigini; ayrica
seffaflik, itiraz hakki, teknik sinirlamalar ve guincel gizlilik
artirici teknikler gibi uygun giivencelerle risklerin asgari
diizeye indirilmesinin zorunlu oldugunu vurgulamaktadir.

Not: YZ konusundaki diger diizenleme 9. maddede
degerlendiriimektedir.

Bu degisiklik, YZ egitimi bakimindan riza (opt-in) yerine
itiraz (opt-out) esaslh bir modele yénelmesi nedeniyle en
sert elestirilen diizenlemelerden biridir. Bu yaklagimin,
kullanici tercihlerini yénetme yikind sinirli sayidaki
yapay zeka sirketi yerine yuz milyonlarca ilgili kisinin
omuzlarina yukledigi ifade edilmektedir.

Ayrica mesru menfaat kavraminin, internetin tamaminin
taranmasi gibi genis ve ticari nitelikli veri kullanimlarini
da kapsayacak sekilde yorumlanmasinin, “mesru
menfaat” kavramini fiilen sinirsiz hale getirecegdi ve ciddi
bir kaygan zemin yarattigi vurgulanmaktadir. Bu
durumda mesru menfaate dayanilamayacagina 6rnek
olarak, Google Spain kararinda ortaya konan ve salt
ticari amacin mesru menfaat sayllamayacagi yoniindeki
ABAD karari gosterilmektedir.

Somut agidan bakildiginda ise veri sorumlularinin ilgili
kisilerle dogrudan temasinin bulunmadigi birgok
durumda “kosulsuz itiraz hakki’nin pratikte nasil
kullanilacaginin belirsiz oldugu; sosyal aglar ve blyuk
platformlar bakimindan opt-out mekanizmalarinin fiilen
islemedigi, bunun ilgili kisi haklarini etkisizlestirdigi ve
veri sorumlularina ilgili kisilere ait tim verileri YZ egitimi
kapsaminda kullanma imkan tanidigi gerekgesiyle
elestiriimektedir.

Son olarak, mesru menfaat hukuki sebebinin mevcutta
teknoloji-nétr olmasina ragmen, Komisyon'un onerisiyle
belirli bir teknolojinin dolayli olarak mesrulastirnimasinin,
yalnizca YZ kullanimi nedeniyle hukuka uygun sayilan
islemlere yol agabilecegi ve GDPR’In teknoloji-nétriiik
ilkesini zedeleyecegi elestiriimektedir.

Potansiyel etki: Diisiik

Aciklama: 9. Maddedeki YZ'ye iligkin

degisikliklere iligkin yorumumuz gecerlidir.
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Directive 2002/58/EC (E-Privacy Directive)
Degisikligi

Article 5 - Confidentiality of the communications

(3) Member States shall ensure that the use of
electronic communications networks to store
information or to gain access to information stored in
the terminal equipment of a subscriber or user is only
allowed on condition that the subscriber or user
concerned is provided with clear and comprehensive
information in accordance with Directive 95/46/EC,
inter alia about the purposes of the processing, and is
offered the right to refuse such processing by the data
controller. This shall not prevent any technical storage
or access for the sole purpose of carrying out or
facilitating the transmission of a communication over
an electronic communications network, or as strictly
necessary in order to provide an information society
service explicitly requested by the subscriber or user.

This paragraph shall not apply if the subscriber or
user is a natural person, and the information
stored or accessed constitutes or leads to the
processing of personal data.

Kullanicilarin terminal cihazlarinda kisisel verilerin
islenmesine iligkin dizenlemeler GDPR kapsamina
alindigindan, E-Privacy Direktifi ile geliski dogmamasi
amaciyla, bu verilerden Kigisel veri niteliginde olanlar
bakimindan E-Privacy Direktifi'nin uygulanmayacagina
iliskin bir htikum eklenmistir.

Not: Degisiklik konusunda 88a maddesine bakiniz.

Not: Degisiklik konusunda 88a maddesine bakiniz.

Potansiyel etki: Yiiksek

Agiklama: Onerilen 88a maddesine
yaptigimiz yorum gegerlidir.

Cagatay Efe Tatar

cagatay@yazicioglulegal.com

Bora Yazicioglu

bora@yazicioglulegal.com

Ezgi Girenay

ezgi@yazicioglulegal.com

ibrahim Yildirim

ibrahim@yagzicioglulegal.com

Serife Amine Mimin

serife@yazicioglulegal.com
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